abstract
Studying human attention is key to improving system performance. Because humans have limited cognitive resources for processing information, they are often unable to cope with multiple resource demands in critical environments, such as intensive care units and military command centers. In these challenging and chaotic environments, exceeding resource limitations results in high-impact failures. Systems in use within these environments often fail to help users focus attention where resources are needed. Thus, a key piece missing from attempts to build supportive and automated systems has been the ability to predict how users will allocate attention in these complex domains. Using a blend of engineering concepts and psychological principles of attention, I will discuss the utility of the STOM model of attention for predicting how humans allocate resources in complex environments. The model can predict task selection in challenging multi-task environments and has several emerging applications within engineering.
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